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Privacy Statement

At SAB Invest (“The Company”), safeguarding the privacy of
our customers is a cornerstone of our services. This Privacy
Statement (“Statement”) outlines how we handle, protect, and
use customer information in compliance with the Saudi
Personal Data Protection Law (“PDPL").

1. Protection of Customer Information

e The Company follows strict standards to secure any
information that our customers provide to us,
maintaining its confidentiality and protecting it from
unauthorized access.

e  Customer Information is only accessible to authorized
personnel who have been trained on the proper
handling of sensitive data. Employees who violate this
Statement will be subject to disciplinary action.

2. Data Collection and Usage

e We limit the collection of customer information to
what is necessary for providing excellent services. This
includes advising customers on our products, services,
and relevant opportunities, while ensuring proper
administration of our business.

e Personal data will only be collected, used or shared
with explicit consent from customer, unless otherwise
required by law.

3. Customer Rights

e Access, Correction, and Deletion:

Customers have the right to access their personal
data, request corrections, or request deletions. These
requests can be made by contacting us at
(8001242442) or from outside the Kingdom of Saudi
Arabia {00966112766345).

o We attempt to keep customer files complete, up-to-
date, and accurate. We advise our customers how and
where to conveniently access their account
information (except when we are prohibited by law),
and how to notify us about errors which we promptly
correct.

e Rights to Restrict Processing:

Customers may also request restrictions on how their
data is processed unless otherwise required by law.
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4.  Sharing of Customer Information

The Company will not share any personal data with
third parties unless the customer has provided consent
or if required by law. This parties must comply with
our data protection standards, ensuring data privacy is
maintained.

Transfers of data outside Saudi Arabia will only occur
with the appropriate safeguards as per the PDPL.

5. Marketing and Communication

Customers will receive marketing communications only if
they have opted in. They have the right to remove themselves
from any marketing lists at any time by contacting us.

6. Data Retention and Deletion

Personal data will be retained only as long as
necessary to fulfill the purposes for which it was
collected or to comply with legal obligations. When no
longer required, the data will be securely deleted or
anonymized.

We may destruct the customer personal data, in
accordance to the following cases:

Upon the customer’s request, without prejudice to
applicable legal requirements.

If the customer personal data is no longer necessary to
achieve the purpose for which they were collected.

If the customer withdraws their consent, and consent
is the sole legal basis for processing.

If we become aware that the personal data have been
unlawfully processed.

7. Data Security and Breach Notification

The Company implements strong data security
measures to protect against unauthorized access or
breaches. In the event of a data breach, we will
promptly notify affected individuals and the relevant
authorities within a period not exceeding 72 hours as
per the PDPL requirements.
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8.  Third Party Processors
e The Company only engages with third party service
providers that adhere to The Company’s strict privacy
and security policies. These parties are regularly
audited to ensure compliance with the Company’s
standards and the PDPL.

9. Cross Border Data Transfers
e  Should customer data be transferred outside of Saudi
Arabia, The Company ensures that the destination
provides adequate data protection as per PDPL
requirements.

10. Continuous Compliance
e The Company regularly assess and update its practices
to ensure compliance with the PDPL and maintain the
highest standards of data protection.

11. Contact information:
e Forany inquiries or to exercise your rights under the
PDPL, please contact our Data Protection Lead at
sabi.personal.data.security@sabinvest.com

e Forany complaints or general queries, please contact
our Customer Care by submitting your complaint
through sabinvest.com or Call Center number
(8001242442) or from outside the Kingdom of Saudi
Arabia (00966112766345).
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